ABI 2/2026, S. 42-81

Gesetz zur Anderung des Gesetzes iiber den
Kirchlichen Datenschutz (KDG)
(KDG-Anderungsgesetz)

Artikel 1
Anderung des Gesetzes liber den Kirchlichen Datenschutz (KDG)

Das Gesetz Uber den Kirchlichen Datenschutz (KDG) in der Fassung des Beschlusses der
Vollversammlung des Verbandes der Didzesen Deutschlands vom 20. November 2017
(Amtsblatt fur die Diozese Augsburg 2018, Nr. 6 vom 9. April 2018, Seite 378 ff.) wird aufgrund
des Beschlusses der Vollversammlung des Verbandes der Didzesen Deutschlands vom 24.
November 2025 wie folgt geandert:

1. Die Inhaltsiuibersicht wird wie folgt neu gefasst:

§14

§15
§16

»inhaltsubersicht
Praambel
Kapitel 1
Allgemeine Bestimmungen

Zweck
Sachlicher Anwendungsbereich
Organisatorischer Anwendungsbereich
Begriffsbestimmungen

Kapitel 2

Grundsatze
Datengeheimnis
Rechtmaligkeit der Verarbeitung personenbezogener Daten
Grundsatze fur die Verarbeitung personenbezogener Daten
Einwilligung
— nicht belegt —
— nicht belegt —
Verarbeitung besonderer Kategorien personenbezogener Daten
Verarbeitung von personenbezogenen Daten Uber strafrechtliche Verurteilungen
und Straftaten
Verarbeitung, fur die eine Identifizierung der betroffenen Person nicht erforderlich
ist

Kapitel 3
Informationspflichten des Verantwortlichen und Rechte
der betroffenen Person
Abschnitt 1
Informationspflichten des Verantwortlichen

Transparente Information, Kommunikation und Modalitaten fur die Austibung der
Rechte der betroffenen Person

Informationspflicht bei unmittelbarer Datenerhebung

Informationspflicht bei mittelbarer Datenerhebung



§17
§18
§19
§20
§21

§22
§ 23
§24
§25

§ 26
§ 27
§28
§29
§ 30

§31
§32
§ 33
§34
§35

§ 36
§37
§ 38

§ 39
§40

§41

Abschnitt 2
Rechte der betroffenen Person

Auskunftsrecht der betroffenen Person

Recht auf Berichtigung

Recht auf Loschung

Recht auf Einschrankung der Verarbeitung

Mitteilungspflicht im Zusammenhang mit der Berichtigung oder Loschung
personenbezogener Daten oder der Einschrankung der Verarbeitung
Recht auf Datenubertragbarkeit

Widerspruchsrecht

Automatisierte Entscheidungen im Einzelfall einschlieRlich Profiling
Unabdingbare Rechte der betroffenen Person

Kapitel 4
Verantwortlicher und Auftragsverarbeiter
Abschnitt 1
Technik und Organisation; Auftragsverarbeitung

Technische und organisatorische Malinahmen
Technikgestaltung und Voreinstellungen

Gemeinsam Verantwortliche

Verarbeitung personenbezogener Daten im Auftrag
Verarbeitung unter der Aufsicht des Verantwortlichen oder des
Auftragsverarbeiters

Abschnitt 2
Pflichten des Verantwortlichen

Verzeichnis von Verarbeitungstatigkeiten

Zusammenarbeit mit der Datenschutzaufsicht

Meldung an die Datenschutzaufsicht

Benachrichtigung der betroffenen Person
Datenschutz-Folgenabschéatzung und vorherige Konsultation

Abschnitt 3
Betriebliche Datenschutzbeauftragte
Benennung von betrieblichen Datenschutzbeauftragten
Rechtsstellung betrieblicher Datenschutzbeauftragter
Aufgaben betrieblicher Datenschutzbeauftragter

) Kapitel 5
Ubermittlung personenbezogener Daten an Drittlander,

internationale Organisationen oder nichtstaatliche Volkerrechtssubjekte

Allgemeine Grundséatze

Datenubermittlung auf der Grundlage eines Angemessenheitsbeschlusses oder
bei geeigneten Garantien

Ausnahmen fur bestimmte Falle



Kapitel 6
Unabhéngige Datenschutzaufsicht

8§42  Datenschutzaufsicht
8§43 Der oder die Diozesandatenschutzbeauftragte und seine oder ihre Vertretung
8§44  Aufgaben der Datenschutzaufsicht
8§45  Zustandigkeit der Datenschutzaufsicht bei Giber- oder mehrdi6zesanen

Rechtstragern sowie bei gemeinsamer Verantwortlichkeit
8§46  Zusammenarbeit kirchlicher Stellen mit den Datenschutzaufsichten
847  Befugnisse der Datenschutzaufsicht

Kapitel 7
Beschwerde, gerichtlicher Rechtsbehelf,
Haftung und Sanktionen

8§48 Beschwerde bei einer Datenschutzaufsicht

849 Recht auf gerichtlichen Rechtsbehelf gegen einen Bescheid der
Datenschutzaufsicht

8 49a Recht auf gerichtlichen Rechtsbehelf gegen Verantwortliche oder kirchliche
Auftragsverarbeiter

849b Zusténdigkeit der Datenschutzgerichte

§50 Haftung und Schadenersatz

§51 GeldbuRRen

Kapitel 8
Vorschriften fur besondere Verarbeitungssituationen

§ 52  Videouberwachung

8§ 52a Gottesdienste und kirchliche Veranstaltungen

853 Verarbeitung personenbezogener Daten fiir Zwecke des
Beschaftigungsverhaltnisses

854  Verarbeitung personenbezogener Daten zu wissenschaftlichen oder historischen
Forschungszwecken, zu Archivzwecken oder zu statistischen Zwecken

8 54a Verarbeitung personenbezogener Daten zur institutionellen Aufarbeitung
sexualisierter Gewalt und anderer Formen des Missbrauchs

855  Verarbeitung personenbezogener Daten durch die Medien

Kapitel 9
Ubergangs- und Schlussbestimmungen
8§56 Ermachtigungen
§57  Ubergangsbestimmungen
8§58 Inkrafttreten®



2. Die Praambel wird wie folgt geandert:

a) Nach Satz 1 werden folgende Satze 2 und 3 angeflgt:
,Fur die katholische Kirche ist der Schutz der personenbezogenen Daten ein
unerlasslicher Bestandteil der in can. 220 des Codex Iluris Canonici (CIC)
anerkannten Rechte. Zur Erfullung des kirchlichen Auftrages ist die Verarbeitung
personenbezogener Daten durch kirchliche Stellen erforderlich.”

b) Der bisherige Satz 2 wird Satz 4, der bisherige Satz 3 wird Satz 5.

c) Im neuen Satz 5 werden die Woérter ,und zur Aufhebung der Richtlinie 95/46/EG
(Datenschutz-Grundverordnung) — EU-DSGVO, Art. 17 des Vertrages Uber die
Arbeitsweise der Europaischen Union (AEUV).” ersetzt durch die Woérter
,und zur Aufhebung der Richtlinie 95/46/EG (Datenschutz-Grund-verordnung — EU-
DSGVO) sowie in Art. 17 des Vertrages Uber die Arbeitsweise der Europaischen
Union (AEUV).

d) Der bisherige Satz 4 wird Satz 6.

3. §1 wird wie folgt neu gefasst:

»§1

Zweck

Zweck dieses Gesetzes ist es, betroffene Personen davor zu schitzen, dass sie durch die
Verarbeitung ihrer personenbezogenen Daten in ihrem Personlichkeitsrecht beeintrachtigt
werden, und den freien Verkehr solcher Daten zu ermdglichen.”

4. § 2 wird wie folgt geandert:

a) In Absatz 1 wird nach Satz 1 folgender Satz 2 angeflgt:
»3 53 Absatz 3 bleibt unberihrt.”

b) Absatz 2 wird wie folgt neu gefasst:
~Soweit besondere kirchliche oder besondere staatliche Rechtsvorschriften auf
Verarbeitungen personenbezogener Daten anzuwenden sind, gehen sie den
Vorschriften dieses Gesetzes vor, sofern sie das Datenschutzniveau dieses
Gesetzes nicht unterschreiten.”

c) In Absatz 3 werden die Worter ,zur Wahrung des Beicht-und
Seelsorgegeheimnisses® ersetzt durch die Worter ,zur Wahrung des
Beichtgeheimnisses und des Seelsorgegeheimnisses”.

5. § 3 Absatz 2 wird wie folgt neu gefasst:

,Dieses Gesetz findet Anwendung auf die Verarbeitung personenbezogener Daten,
soweit diese im Rahmen der Tatigkeiten eines kirchlichen Verantwortlichen oder
Auftragsverarbeiters erfolgt, unabhangig davon, wo die Verarbeitung stattfindet.”

6. §4 wird wie folgt geandert:

a) Bei der Begriffsbestimmung Nummer 9. ,Verantwortlicher® wird nach dem Wort
.entscheidet;” folgender Halbsatz angefugt:
,Sind die Zwecke und Mittel dieser Verarbeitung durch kirchliches, staatliches oder
europaisches Recht vorgegeben, so kann der Verantwortliche beziehungsweise
kbnnen die bestimmten Kiriterien seiner Benennung nach diesem Recht
vorgesehen werden.”

b) Die Begriffsbestimmung Nummer 22. ,Diézesandatenschutzbeauftragter wird wie
folgt neu gefasst:
.22. ,Didzesandatenschutzbeauftragter® oder ,Di6zesandatenschutzbeauftragte®



den Leiter oder die Leiterin der Datenschutzaufsicht;”

c) Die Begriffsbestimmung Nummer 23. ,Betrieblicher Datenschutzbeauftragter” wird
wie folgt neu gefasst:
w23, ,Betrieblicher Datenschutzbeauftragter® oder .Betriebliche
Datenschutzbeauftragte® den vom Verantwortlichen oder vom Auftragsverarbeiter
benannten Datenschutzbeauftragten oder die vom Verantwortlichen oder vom
Auftragsverarbeiter benannte Datenschutzbeauftragte;”

d) Die Begriffsbestimmung Nummer 24. ,Beschaftigte” wird
wie folgt geandert:

aa) Bei Buchstabe g) werden nach dem Wort ,Praktikanten® die Worter ,oder
Praktikantinnen® angefugt.

bb) Bei Buchstabe i) wird der Punkt am Ende durch ein Komma ersetzt.

cc) Nach Buchstabe i) wird folgender Buchstabe j) angeflgt:
,Leiharbeithehmerinnen und Leiharbeitnehmer, soweit sie zu einem kirchlichen
Arbeitgeber entsandt sind.”

7. § 5 wird wie folgt gedndert:

a) Der bisherige Text wird Absatz 1.

b) Nach Absatz 1 wird folgender Absatz 2 angefigt:
»<Absatz 1 gilt auch fur ehrenamtlich tatige Personen, sofern sie personenbezogene
Daten verarbeiten.*

8. § 6 wird wie folgt neu gefasst:

»§ 6

RechtmaRigkeit der Verarbeitung personenbezogener Daten

(1) Die Verarbeitung personenbezogener Daten ist nur rechtmafig, wenn mindestens
eine der nachstehenden Bedingungen erflllt ist:

a) Dieses Gesetz oder eine andere kirchliche oder eine staatliche Rechtsvorschrift
erlaubt sie oder ordnet sie an;

b) die betroffene Person hat in die Verarbeitung der sie betreffenden
personenbezogenen Daten flr einen oder mehrere bestimmte Zwecke
eingewilligt;

c) die Verarbeitung ist fur die Erflllung eines Vertrags, dessen Vertragspartei die
betroffene Person ist, oder zur Durchflihrung vorvertraglicher Malknahmen
erforderlich, die auf Anfrage der betroffenen Person erfolgen;

d) die Verarbeitung ist zur Erfullung einer rechtlichen Verpflichtung erforderlich,
der der Verantwortliche unterliegt;

e) die Verarbeitung ist erforderlich, um lebenswichtige Interessen der betroffenen
Person oder einer anderen naturlichen Person zu schutzen;

f) die Verarbeitung ist fur die Wahrnehmung einer Aufgabe des Verantwortlichen
erforderlich, die im kirchlichen Interesse liegt oder in Austibung &ffentlicher
Gewalt erfolgt, die dem Verantwortlichen Ubertragen wurde;

g) die Verarbeitung ist zur Wahrung der berechtigten Interessen des
Verantwortlichen oder eines Dritten erforderlich, sofern nicht die Interessen
oder Grundrechte und Grundfreiheiten der betroffenen Person, die den Schutz
personenbezogener Daten erfordern, Uberwiegen, insbesondere dann, wenn
es sich bei der betroffenen Person um einen Minderjahrigen oder eine
Minderjahrige handelt. Lit. g) gilt nicht fir die von o6ffentlichrechtlich



(2)

organisierten kirchlichen Stellen in Erfullung ihrer Aufgaben vorgenommene
Verarbeitung.

Die Verarbeitung fur einen anderen Zweck als zu demjenigen, zu dem die
personenbezogenen Daten erhoben wurden, ist rechtmafig, wenn

a) eine Rechtsvorschrift dies erlaubt oder anordnet und kirchliche Interessen nicht
entgegenstehen;

b) die betroffene Person eingewilligt hat;

c) offensichtlich ist, dass es im Interesse der betroffenen Person liegt, und kein
Grund zu der Annahme besteht, dass sie in Kenntnis des anderen Zwecks ihre
Einwilligung verweigern wirde;

d) Angaben der betroffenen Person Uberpruft werden mussen, weil tatsachliche
Anhaltspunkte fur deren Unrichtigkeit bestehen;

e) die Daten allgemein zuganglich sind oder der Verantwortliche sie
veroffentlichen durfte, es sei denn, dass das schutzwirdige Interesse der
betroffenen Person an dem Ausschluss der Zweckanderung offensichtlich
uberwiegt;

f) sie zur Geltendmachung, Austibung oder Verteidigung rechtlicher Anspriche
erforderlich ist, sofern nicht die Interessen der betroffenen Person an dem
Ausschluss der Verarbeitung uberwiegen;

g) es zur Verfolgung oder Aufklarung von Straftaten oder Ordnungswidrigkeiten
oder zur Vollstreckung von Buldgeldentscheidungen erforderlich ist;

h) es zur Abwehr einer schwerwiegenden Beeintrachtigung der Rechte Dritter
erforderlich ist;

i) es zur institutionellen Aufarbeitung von sexualisierter Gewalt und anderen
Formen des Missbrauchs auf der Grundlage kirchlichen Rechts erforderlich ist
und die Interessen der betroffenen Person (§ 4 Nr. 1) durch angemessene
Malnahmen gewahrt sind;

J) der Auftrag der Kirche oder die Glaubwurdigkeit ihres Dienstes dies erfordert
oder

k) es zur Vorbereitung, Durchfihrung und Nachbereitung von kirchlichen Wahlen
insbesondere zu diézesanen, pfarrlichen oder kirchengemeindlichen Gremien
erforderlich ist; hierzu gehdren auch die Kandidatenwerbung und -ansprache
sowie nachgelagerte Mal3nahmen zu Information und Schulung.

'Eine Verarbeitung fiir andere Zwecke liegt nicht vor, wenn sie der Wahrnehmung
von Visitations-, Aufsichts- und Kontrollbefugnissen, der Rechnungsprufung, der
Revision oder der Durchfuhrung von Organisationsuntersuchungen fur den
Verantwortlichen dient. 2Das gilt auch fiir die Verarbeitung zu Ausbildungs- und
Prufungszwecken durch den Verantwortlichen, soweit nicht Uberwiegende
schutzwiirdige Interessen der betroffenen Person entgegenstehen.

Beruht die Verarbeitung zu einem anderen Zweck als zu demjenigen, zu dem die
personenbezogenen Daten erhoben wurden, nicht auf der Einwilligung der
betroffenen Person oder auf einer kirchlichen oder staatlichen Rechtsvorschrift, so
berucksichtigt der Verantwortliche — um festzustellen, ob die Verarbeitung zu einem
anderen Zweck mit demjenigen, zu dem die personenbezogenen Daten
ursprunglich erhoben wurden, vereinbar ist — unter anderem

a) jede Verbindung zwischen den Zwecken, fiir die die personenbezogenen Daten
erhoben wurden, und den Zwecken der beabsichtigten Weiterverarbeitung;

b) den Zusammenhang, in dem die personenbezogenen Daten erhoben wurden,
insbesondere hinsichtlich des Verhaltnisses zwischen den betroffenen
Personen und dem Verantwortlichen;



c) die Art der personenbezogenen Daten, insbesondere ob besondere Kategorien
personenbezogener Daten verarbeitet werden oder ob personenbezogene
Daten Uuber strafrechtliche Verurteilungen und Straftaten gemall § 12
verarbeitet werden;

d) die moglichen Folgen der beabsichtigten Weiterverarbeitung fur die betroffenen
Personen;

e) das Vorhandensein geeigneter Garantien, zu denen die Verschllsselung, die
Pseudonymisierung oder die Anonymisierung gehoren konnen.

Personenbezogene Daten, die ausschlieBlich zu  Zwecken  der
Datenschutzkontrolle, der Datensicherung oder zur Sicherstellung eines
ordnungsgemalen Betriebes einer Datenverarbeitungsanlage verarbeitet werden,
darfen nur fur diese Zwecke verwendet werden.*

9. §7 wird wie folgt neu gefasst:

(1)

”§ 7

Grundsatze fur die Verarbeitung personenbezogener Daten

Personenbezogene Daten mussen

a) auf rechtmaliige Weise, nach Treu und Glauben und in einer fur die betroffene
Person nachvollziehbaren Weise verarbeitet werden (,Rechtmafigkeit,
Verarbeitung nach Treu und Glauben, Transparenz®);

b) far festgelegte, eindeutige und legitime Zwecke erhoben werden und durfen
nicht in einer mit diesen Zwecken nicht zu vereinbarenden Weise
weiterverarbeitet werden (,Zweckbindung®); eine Weiterverarbeitung fur im
kirchlichen Interesse liegende Archivzwecke, fir wissenschaftliche oder
historische Forschungszwecke oder fur statistische Zwecke gilt als vereinbar
mit den ursprunglichen Zwecken,;

c) dem Zweck angemessen und erheblich sowie auf das flr die Zwecke der
Verarbeitung notwendige Mall beschrankt sein (,Datenminimierung®);
insbesondere sind personenbezogene Daten zu anonymisieren oder zu
pseudonymisieren, soweit dies nach dem Verwendungszweck mdglich ist und
der Aufwand nicht aufder Verhaltnis zum angestrebten Schutzzweck steht;

d) sachlich richtig und erforderlichenfalls auf dem neuesten Stand sein; es sind
alle angemessenen Malnahmen zu treffen, damit personenbezogene Daten,
die im Hinblick auf die Zwecke ihrer Verarbeitung unrichtig sind, unverzuiglich
geldscht oder berichtigt werden (,Richtigkeit);

e) in einer Form gespeichert werden, die die ldentifizierung der betroffenen
Personen nur so lange ermdglicht, wie es fur die Zwecke, flr die sie verarbeitet
werden, erforderlich ist (,Speicherbegrenzung®);

f) in einer Weise verarbeitet werden, die eine angemessene Sicherheit der
personenbezogenen Daten gewahrleistet, einschliellich Schutz vor unbefugter
oder unrechtmalliger Verarbeitung und vor unbeabsichtigtem Verlust,
unbeabsichtigter Zerstdrung oder unbeabsichtigter Schadigung durch
geeignete technische und organisatorische MalRnahmen (,Integritdt und
Vertraulichkeit®).

Der Verantwortliche ist fur die Einhaltung der Grundsatze des Absatzes 1
verantwortlich und muss dies nachweisen kdnnen (,Rechenschaftspflicht).”



10. § 8 wird wie folgt neu gefasst:

()

,,§ 8

Einwilligung

Beruht die Verarbeitung auf einer Einwilligung, muss der Verantwortliche
nachweisen konnen, dass die betroffene Person in die Verarbeitung ihrer
personenbezogenen Daten eingewilligt hat.

'Wird die Einwilligung bei der betroffenen Person eingeholt, ist diese auf den Zweck
der Verarbeitung sowie, soweit nach den Umstanden des Einzelfalles erforderlich
oder auf Verlangen, auf die Folgen der Verweigerung der Einwilligung hinzuweisen.
°Die Einwilligung ist nur wirksam, wenn sie auf der freien Entscheidung der
betroffenen Person beruht.

'Erfolgt die Einwilligung der betroffenen Person durch eine schriftliche Erklarung,
die noch andere Sachverhalte betrifft, so muss das Ersuchen um Einwilligung in
verstandlicher und leicht zuganglicher Form in einer klaren und einfachen Sprache
so erfolgen, dass es von den anderen Sachverhalten klar zu unterscheiden ist.
2Teile der Erklarung sind dann nicht verbindlich, wenn sie einen Versto3 gegen
dieses Gesetz darstellen.

'Die betroffene Person hat das Recht, ihre Einwilligung jederzeit zu widerrufen.
2Durch den Widerruf der Einwilligung wird die RechtmaRigkeit der aufgrund der
Einwilligung bis zum Widerruf erfolgten Verarbeitung nicht beriihrt. 3Die betroffene
Person wird vor Abgabe der Einwilligung hiervon in Kenntnis gesetzt. “Der Widerruf
der Einwilligung muss so einfach wie die Erteilung der Einwilligung sein.

Bei der Beurteilung, ob die Einwilligung freiwillig erteilt wurde, muss dem Umstand
Rechnung getragen werden, ob unter anderem die Erfullung eines Vertrags,
einschlieBlich der Erbringung einer Dienstleistung, von der Einwilligung zu einer
Verarbeitung von personenbezogenen Daten abhangig ist, die fur die Erfullung des
Vertrags nicht erforderlich sind.

'Personenbezogene Daten eines oder einer Minderjahrigen, dem oder der
elektronisch eine Dienstleistung oder ein vergleichbares anderes Angebot von einer
kirchlichen Stelle unterbreitet wird, dirfen nur verarbeitet werden, wenn der oder
die Minderjahrige das sechzehnte Lebensjahr vollendet hat. 2Hat der oder die
Minderjahrige das sechzehnte Lebensjahr noch nicht vollendet, ist die Verarbeitung
nur rechtmalig, sofern und soweit eine Einwiligung durch die
Personensorgeberechtigten erteilt wird. 3Der fir die Verarbeitung Verantwortliche
unternimmt unter Berucksichtigung der verfugbaren Technik angemessene
Anstrengungen, um sich in solchen Fallen zu vergewissern, dass die Einwilligung
durch die Personensorgeberechtigten oder mit deren Zustimmung erteilt wurde.
“Die Einwilligung der Personensorgeberechtigten ist nicht erforderlich, wenn
kirchliche Praventions- oder Beratungsdienste einem oder einer Minderjahrigen
elektronisch oder nicht elektronisch unmittelbar und kostenfrei angeboten werden
und die Einholung einer Einwiligung der Personensorgeberechtigten
voraussichtlich die Zielsetzung des Praventions- oder Beratungsangebots
gefahrden oder dieser zuwiderlaufen wirde.*

11. § 9 wird aufgehoben.

12. § 10 wird aufgehoben.



13. § 11 wird wie folgt geandert:

14.

15.

a)

b)

9)

h)

In Absatz 2 Buchstabe a) wird nach dem Wort ,eingewilligt,“ folgender Halbsatz
angefugt:

.S sei denn, nach kirchlichem, staatlichem oder europaischem Recht kann das
Verbot nach Absatz 1 durch die Einwilligung der betroffenen Person nicht
aufgehoben werden,”

In Absatz 2 Buchstabe b) werden die Worter ,soweit dies nach kirchlichem oder
staatlichen Recht® ersetzt durch die Woérter ,soweit dies nach kirchlichem,
staatlichem oder europaischem Recht".

In Absatz 2 Buchstabe h) werden nach den Wortern ,Arbeitsfahigkeit des® die
Worter ,oder der“ und nach den Woértern ,Vertrags mit einem“ die Woérter ,oder
einer® angefugt.

In Absatz 2 Buchstabe i) wird das Wort ,oder“ ersatzlos gestrichen.

In Absatz 2 Buchstabe j) wird der Punkt am Ende durch ein Komma ersetzt.

In Absatz 2 wird nach Buchstabe j) folgender Buchstabe k) angefugt:

,die Verarbeitung ist fir Zwecke der institutionellen Aufarbeitung von sexualisierter
Gewalt und anderen Formen des Missbrauchs auf der Grundlage kirchlichen
Rechts erforderlich und die Interessen der betroffenen Person (8§ 4 Nr. 1) sind durch
angemessene Mallnhahmen gewahrt oder”.

In Absatz 2 wird nach Buchstabe k) folgender Buchstabe I) angefugt:
,die Verarbeitung ist aus Grinden eines erheblichen kirchlichen oder offentlichen
Interesses zwingend erforderlich.”

Nach Absatz 4 wird folgender Absatz 5 angeflgt:

.Eine Verarbeitung von besonderen Kategorien personenbezogener Daten zu
anderen Zwecken ist zulassig, wenn die Voraussetzungen der Absatze 2 bis 4 und
ein Ausnahmetatbestand nach 8 6 Absatze 2 bis 5 vorliegen.*

§ 12 wird wie folgt neu gefasst:

»§ 12
Verarbeitung von personenbezogenen Daten
uber strafrechtliche Verurteilungen und Straftaten

Die Verarbeitung personenbezogener Daten Uber strafrechtliche Verurteilungen und
Straftaten oder damit zusammenhéngende Sicherungsmaliregeln aufgrund von 8 6
Absatz 1 ist nur zulassig, wenn dies nach kirchlichem oder staatlichem Recht, welches
geeignete Garantien fur die Rechte und Freiheiten der betroffenen Personen vorsieht,
zulassig ist.”

§ 15 wird wie folgt geandert:

a)
b)

c)

d)
e)

f)

In Absatz 1 Buchstabe a) werden die Worter ,sowie gegebenenfalls seines
Vertreters® ersatzlos gestrichen.

In Absatz 1 Buchstabe b) werden nach dem Wort ,des“ die Worter ,oder der”
angefugt.

In Absatz 1 Buchstabe f) werden die Worter ,oder in“ ersatzlos gestrichen.

In Absatz 5 Buchstabe a) wird das Wort ,,Auskunftserteilung® ersetzt durch das Wort
.Informationserteilung®.

In Absatz 5 Buchstabe c) wird das Wort ,Auskunft ersetzt

durch das Wort ,Information®.

Nach Absatz 5 wird folgender Absatz 6 angeflgt:



-Werden Daten Dritter im Zuge der Aufnahme oder im Rahmen eines
Mandatsverhaltnisses an einen Berufsgeheimnistrager oder eine
Berufsgeheimnistragerin Ubermittelt, so besteht die Pflicht der Ubermittelnden
Stelle zur Information der betroffenen Person gemald Absatz 3 nicht, sofern nicht
das Interesse der betroffenen Person an der Informationserteilung Gberwiegt.”

16. § 16 wird wie folgt geandert:

a)
b)

c)

d)

In Absatz 1 Buchstabe a) wird das Wort ,erhobenen” ersetzt durch das Wort
,verarbeiteten®.

In Absatz 2 Buchstabe c) werden nach dem Wort ,Empfanger“ die Wérter ,,oder
eine andere Empfangerin® angefugt.

In Absatz 4 Buchstabe c) werden die Worter ,durch kirchliche Rechtsvorschriften®
ersetzt durch die Worter ,durch Kkirchliche, staatliche oder europaische
Rechtsvorschriften®.

In Absatz 4 Buchstabe d) werden die Worter ,gemafl® dem staatlichen oder dem
kirchlichen Recht® ersetzt durch die Woérter ,gemall dem kirchlichen, staatlichen
oder europaischen Recht".

Absatz 5 wird wie folgt neu gefasst:

,Die Absatze 1 bis 3 finden keine Anwendung, wenn die

Erteilung der Information

a) im Falle einer kirchlichen Stelle im Sinne des § 3 Absatz 1 lit. a)

(aa) die ordnungsgemalle Erfullung der in der Zustandigkeit des
Verantwortlichen liegenden Aufgaben gefahrden wiirde oder

(bb) die Information dem kirchlichen Wohl erhebliche Nachteile bereiten wirde

und deswegen das Interesse der betroffenen Person an der
Informationserteilung zurticktreten muss,

b) im Fall einer kirchlichen Stelle im Sinne des § 3 Absatz 1 lit. b) oder c) die
Geltendmachung, Auslibung oder Verteidigung zivilrechtlicher Anspriiche
beeintrachtigen wirde und nicht das Interesse der betroffenen Person an der
Informationserteilung tUberwiegt.”

17. § 17 wird wie folgt geandert:

a)
b)

c)

d)

In Absatz 2 werden die Worter ,oder in“ ersatzlos gestrichen.

In Absatz 6 Buchstabe a) werden hinter ,§ 16“ die Worter
~<Absatz 4 lit. d) oder* angefugt.

Absatz 6 Buchstabe b) wird wie folgt neu gefasst:
,die Daten

(@a) nur deshalb gespeichert sind, weil sie aufgrund gesetzlicher oder
satzungsmaliger Aufbewahrungsvorschriften nicht geléscht werden durfen
oder

(bb) ausschlie3lich Zwecken der Datensicherung oder der Datenschutzkontrolle
dienen

und die Auskunftserteilung einen unverhaltnismaRiigen Aufwand erfordern wirde
sowie eine Verarbeitung zu anderen Zwecken durch geeignete technische und
organisatorische MalRnahmen ausgeschlossen ist.”

Absatz 8 wird wie folgt neu gefasst:

,YWird der betroffenen Person durch eine kirchliche Stelle im Sinne des § 3 Absatz
1 lit. a) keine Auskunft erteilt, so ist sie auf Verlangen der betroffenen Person dem
oder der Dibzesandatenschutzbeauftragten zu erteilen, soweit nicht die
Bischofliche Behdrde im Einzelfall feststellt, dass dadurch kirchliche Interessen



18.

19.

20.

21.

22.

23.

erheblich  beeintrachtigt  wirden.  2Die  Mitteilung des oder der
Diozesandatenschutzbeauftragten an die betroffene Person Uber das Ergebnis der
datenschutzrechtlichen Prifung darf keine Rickschliisse auf den Erkenntnisstand
des Verantwortlichen zulassen, sofern dieser nicht einer weitergehenden Auskunft
zustimmt.”

§ 18 wird wie folgt geandert:

Nach Absatz 2 wird folgender Absatz 3 angefiigt:

.,;Dem Recht auf Berichtigung ist nur in Form von erganzenden Eintragungen zu
entsprechen, wenn ansonsten der Erhalt oder die Gewahrleistung der
Nachvollziehbarkeit von Amtshandlungen sowie von Urkunden und vergleichbaren
Dokumenten gefahrdet wirde. 2Hierzu gehoren insbesondere die durch kirchliche
Rechtsvorschriften vorgesehenen Eintragungen in die Kirchenbilicher (insbesondere
Taufen, Trauungen, Todesfélle) sowie Dekrete, Beschliisse von Gremien der Dibzesen
und Kirchengemeinden und sonstige Urkunden.”

§ 19 wird wie folgt geandert:

a) In Absatz 3 Buchstabe d) am Ende wird das Komma durch ein Semikolon ersetzt
und wird das Wort ,,oder ersatzlos gestrichen.

b) In Absatz 3 Buchstabe e) am Ende wird der Punkt ersatzlos gestrichen und wird
das Wort ,oder” angefugt.

c) In Absatz 3 wird nach Buchstabe e) folgender Buchstabe f) angefligt:
,zum Erhalt und zur Gewahrleistung der Nachvollziehbarkeit von Amtshandlungen
sowie von Urkunden und vergleichbaren Dokumenten; hierzu gehoren
insbesondere die durch kirchliche Rechtsvorschriften vorgesehenen Eintragungen
in die Kirchenbticher (insbesondere Taufen, Trauungen, Todesfélle) sowie Dekrete,
Beschlisse von Gremien der Didzesen und Kirchengemeinden und sonstige
Urkunden.”

§ 23 wird wie folgt geandert:

a) In Absatz 1 wird Satz 3 ersatzlos gestrichen.

b) Absatz 5 wird wie folgt neu gefasst:

..Die betroffene Person hat das Recht, aus Griinden, die sich aus ihrer besonderen
Situation ergeben, gegen die sie betreffende Verarbeitung sie betreffender
personenbezogener Daten, die zu wissenschaftlichen oder historischen
Forschungszwecken oder zu statistischen Zwecken erfolgt, Widerspruch
einzulegen. 2Das Recht auf Widerspruch besteht nicht, soweit an der Verarbeitung
ein zwingendes kirchliches oder 6ffentliches Interesse besteht, das die Interessen
der betroffenen Person Uberwiegt, oder eine Rechtsvorschrift zur Verarbeitung
verpflichtet.”

§ 24 wird wie folgt geandert:

In Absatz 2 Buchstabe b) werden die Worter ,aufgrund von kirchlichen
Rechtsvorschriften“ ersetzt durch die Worter ,aufgrund von kirchlichen, staatlichen oder
europaischen Rechtsvorschriften®.

§ 25 wird wie folgt geandert:

In Absatz 1 wird nach dem Wort ,Person® das Wort ,insbesondere” angeftigt.

§ 26 wird wie folgt geandert:
In Absatz 4 werden die Worter ,EU-Recht” ersetzt durch die Worter ,europaischen



24.

25.

26.

27.

Recht".

§ 27 wird wie folgt geandert:

In Absatz 3 werden die Worter ,EU-Recht® ersetzt durch die Worter ,europaischen
Recht".

§ 28 wird wie folgt geandert:

a)

b)

Absatz 2 wird wie folgt neu gefasst:

,Die Verarbeitung in gemeinsamer Verantwortung erfolgt auf der Grundlage der
Vereinbarung gemal Absatz 1 Satz 2 oder eines anderen Rechtsinstruments nach
dem Kkirchlichen Recht, an die bzw. an das die gemeinsam Verantwortlichen
gebunden sind. 2Die Vereinbarung gemaR Absatz 1 Satz 2 oder das
Rechtsinstrument gemal Satz 1 enthélt insbesondere die jeweiligen tatsachlichen
Funktionen und Beziehungen der gemeinsam Verantwortlichen gegeniber der
betroffenen Person. 3Die betroffene Person wird tber den wesentlichen, die
Verarbeitung personenbezogener Daten betreffenden Inhalt der Vereinbarung bzw.
des Rechtsinstruments informiert.”

Absatz 3 wird wie folgt neu gefasst:

,ungeachtet der Einzelheiten der Vereinbarung bzw. des Rechtsinstruments kann
die betroffene Person ihre Rechte im Rahmen dieses Gesetzes bei und gegenuber
jedem einzelnen der Verantwortlichen geltend machen.*

§ 29 wird wie folgt geandert:

a)

b)

c)

d)

f)
9)

In Absatz 3 werden die Worter ,nach dem kirchlichen Recht, dem Recht der
Europaischen Union oder dem Recht ihrer Mitgliedstaaten® ersetzt durch die Worter
,nach dem kirchlichen, dem staatlichen oder dem europaischen Recht.

In Absatz 4 Buchstabe a) werden die Woérter ,das kirchliche Recht, das Recht der
Europaischen Union oder das Recht ihrer Mitgliedstaaten® ersetzt durch die Warter
,das kirchliche, das staatliche oder das europaische Recht".

In Absatz 4 Buchstabe g) werden die Woérter ,nach dem kirchlichen Recht oder dem
Recht der Europaischen Union oder dem Recht ihrer Mitgliedstaaten® ersetzt durch
die Worter ,nach dem kirchlichen, dem staatlichen oder dem europaischen Recht".

In Absatz 5 werden die Worter ,nach dem kirchlichen Recht oder dem Recht der
Europaischen Union oder dem Recht des betreffenden Mitgliedstaates der
Europaischen Union“ ersetzt durch die Worter ,nach dem kirchlichen, dem
staatlichen oder dem europaischen Recht".

Absatz 9 wird wie folgt neu gefasst:

.iDer Vertrag im Sinne der Absatze 3 bis 5 bedarf der Schriftform. 2MaRgeblich fir
die Ersetzung der Schriftform durch die elektronische Form oder die Textform sind
die jeweils geltenden staatlichen Regelungen.”

Absatz 11 wird ersatzlos gestrichen.
Absatz 12 wird ersatzlos gestrichen.

§ 30 wird wie folgt geandert:

Die Worter ,nach kirchlichem Recht, dem Recht der Europaischen Union oder dem Recht
ihrer Mitgliedstaaten® werden ersetzt durch die Woérter ,nach kirchlichem, staatlichem
oder europaischem Recht".



28.

29.

30.

31.

32.

§ 31 wird wie folgt geandert:

a) In Absatz 1 Buchstabe a) werden nach den Woértern ,sowie des” die Worter ,oder
der“ und nach dem Wort ,solcher” die Wérter ,oder eine solche“ angefugt.

b) Absatz 1 Buchstabe f) wird wie folgt neu gefasst:
,gegebenenfalls Ubermittlungen von personenbezogenen Daten an ein Drittland,
an ein nichtstaatliches Volkerrechtssubjekt oder an eine internationale
Organisation, einschlieBlich der Angabe des betreffenden Drittlands, des
betreffenden nichtstaatlichen Volkerrechtssubjektes oder der betreffenden
internationalen Organisation sowie bei den in 8 40 Absatz 2 genannten
Datenubermittlungen die Dokumentierung geeigneter Garantien;”

c) Absatz 2 erster Halbsatz wird wie folgt neu gefasst:
.~Jeder Auftragsverarbeiter fuhrt ein Verzeichnis zu allen Kategorien von im Auftrag
eines Verantwortlichen durchgefihrten Tatigkeiten der Verarbeitung, das
Folgendes enthalt:“

d) In Absatz 2 Buchstabe a) werden nach dem Wort ,eines” die Worter ,oder einer”
und nach dem Wort ,solcher” die Woérter ,,oder eine solche” angeflgt.

e) Absatz 2 Buchstabe c) wird wie folgt neu gefasst: ,gegebenenfalls Ubermittlungen
von personenbezogenen Daten an ein Drittland, ein nichtstaatliches
Vélkerrechtssubjekt oder an eine internationale Organisation, einschliel3lich der
Angabe des betreffenden Drittlands, des betreffenden nichtstaatlichen
Vélkerrechtssubjekts oder der betreffenden internationalen Organisation sowie bei
den in § 40 Absatz 2 genannten Datenubermittlungen die Dokumentierung
geeigneter Garantien;*

f) In Absatz 4 werden nach dem Wort ,dem* die Worter ,,oder der“ angefuigt.

§ 33 wird wie folgt geandert:

a) InAbsatz 1 werden die Worter ,eine Gefahr” ersetzt durch die Worter ,ein Risiko®.

b) In Absatz 3 Buchstabe b) werden nach dem Wort ,des” die Worter ,oder der”
angeflgt.

c) In Absatz 3 Buchstabe c) wird das Wort ,moglichen® ersetzt durch das Wort
,wahrscheinlichen®.

§ 34 Absatz 3 Buchstabe b) wird wie folgt neu gefasst:

~der Verantwortliche hat durch nachtraglich getroffene MaRnahmen sichergestellt, dass
das hohe Risiko fur die Rechte und Freiheiten der betroffenen Personen gemaf
Absatz 1 aller Wahrscheinlichkeit nach nicht mehr besteht;"

§ 35 wird wie folgt geandert:

a) InAbsatz 2 werden nach dem Wort ,des” die Worter ,,oder der” und nach dem Wort
,solcher” die Worter ,oder eine solche® angefugt.
b) InAbsatz 3 werden nach dem Wort ,des” die Wérter ,oder der” angefligt.

c) InAbsatz 9 werden die Worter ,im kirchlichen Recht® ersetzt durch die Woérter ,im
kirchlichen, im staatlichen oder im europaischen Recht".

Die Uberschrift von Kapitel 4 Abschnitt 3 wird wie folgt neu gefasst:
,,Betriebliche Datenschutzbeauftragte



33. § 36 wird wie folgt neu gefasst:

»§ 36
Benennung von betrieblichen Datenschutzbeauftragten

Kirchliche Stellen im Sinne des § 3 Absatz 1 lit. a) benennen schriftlich einen
betrieblichen Datenschutzbeauftragten oder eine betriebliche
Datenschutzbeauftragte.

Kirchliche Stellen im Sinne des § 3 Absatz 1 lit. b) und c) benennen schriftlich einen
betrieblichen Datenschutzbeauftragten oder eine betriebliche
Datenschutzbeauftragte, wenn

a) sich bei ihnen in der Regel mindestens zwanzig Personen standig mit der
Verarbeitung personenbezogener Daten beschaftigen;

b) die Kerntatigkeit des Verantwortlichen oder des Auftragsverarbeiters in der
Durchfuhrung von Verarbeitungsvorgangen besteht, welche aufgrund ihrer Art,
ihres Umfangs oder ihrer Zwecke eine umfangreiche regelmalige und
systematische Uberwachung von betroffenen Personen erforderlich machen,
oder

c) die Kerntatigkeit des Verantwortlichen oder des Auftragsverarbeiters in der
umfangreichen Verarbeitung besonderer Kategorien personenbezogener
Daten oder von personenbezogenen Daten Uber strafrechtliche Verurteilungen
und Straftaten gemaf § 12 besteht.

Fir mehrere kirchliche Stellen im Sinne des § 3 Absatz 1 kann unter
Berucksichtigung ihrer Organisationsstruktur und ihrer GréRe ein gemeinsamer
betrieblicher Datenschutzbeauftragter oder eine gemeinsame betriebliche
Datenschutzbeauftragte benannt werden.

'Der Verantwortliche oder der Auftragsverarbeiter veroffentlicht die Kontaktdaten
des oder der betrieblichen Datenschutzbeauftragten. 2Die Benennung von
betrieblichen Datenschutzbeauftragten ist der Datenschutzaufsicht anzuzeigen.

'Der oder die betriebliche Datenschutzbeauftragte kann eine natlrliche oder eine
juristische Person sein. 2Er oder sie kann Beschaftigter oder Beschéftigte des
Verantwortlichen oder des Auftragsverarbeiters sein oder seine oder ihre Aufgaben
auf der Grundlage eines Dienstleistungsvertrags oder einer sonstigen Vereinbarung
erfillen. 3Ist der oder die betriebliche Datenschutzbeauftragte Beschéaftigter oder
Beschéaftigte des Verantwortlichen, finden § 43 Absatz 1 Satz 1 und 2
entsprechende Anwendung.

Zum oder zur betrieblichen Datenschutzbeauftragten darf nur benannt werden, wer
die zur Erfullung seiner Aufgaben erforderliche Fachkunde und Zuverlassigkeit
besitzt.

Zum oder zur betrieblichen Datenschutzbeauftragten darf der- oder diejenige nicht
benannt werden, der oder die mit der Leitung der Datenverarbeitung beauftragt ist
oder dem oder der die Leitung der kirchlichen Stelle obliegt. 2Andere Aufgaben und
Pflichten des oder der Benannten diirfen im Ubrigen nicht so ausgestaltet oder
umfangreich sein, dass der oder die betriebliche Datenschutzbeauftragte seinen
oder ihren Aufgaben nach diesem Gesetz nicht unabhangig bzw. umgehend
nachkommen kann.

Soweit keine Verpflichtung flir die Benennung eines oder einer betrieblichen
Datenschutzbeauftragten  besteht, hat der Verantwortliche oder der
Auftragsverarbeiter die Erfullung der Aufgaben nach § 38 in anderer Weise
sicherzustellen.”



34. § 37 wird wie folgt neu gefasst:

»§ 37
Rechtsstellung betrieblicher Datenschutzbeauftragter

(1) 'Der oder die betriebliche Datenschutzbeauftragte ist dem Leiter oder der Leiterin
der kirchlichen Stelle unmittelbar zu unterstellen. 2Er oder sie ist bei der Erfiillung
seiner oder ihrer Aufgaben auf dem Gebiet des Datenschutzes weisungsfrei. 3Er
oder sie darf wegen der Erfullung seiner oder ihrer Aufgaben nicht benachteiligt
werden.

(2) 'Der Verantwortliche und der Auftragsverarbeiter stellen sicher, dass der oder die
betriebliche Datenschutzbeauftragte ordnungsgemaf und frihzeitig in alle mit dem
Schutz personenbezogener Daten zusammenhangenden Fragen eingebunden
wird. 2Sie unterstiitzen den betrieblichen Datenschutzbeauftragten oder die
betriebliche Datenschutzbeauftragte bei der Erflllung seiner oder ihrer Aufgaben,
indem sie die fur die Erflllung dieser Aufgaben erforderlichen Mittel und den
Zugang zu personenbezogenen Daten und Verarbeitungsvorgangen zur Verfugung
stellen. 3Zur Erhaltung der zur Erfiillung seiner oder ihrer Aufgaben erforderlichen
Fachkunde haben der Verantwortliche oder der Auftragsverarbeiter dem oder der
betrieblichen  Datenschutzbeauftragten die Teilnahme an Fort- und
Weiterbildungsveranstaltungen in angemessenem Umfang zu ermoglichen und
deren Kosten zu Gibernehmen. 4§ 43 Abséatze 9 und 10 gelten entsprechend.

(3) Betroffene Personen kdnnen sich jederzeit und unmittelbar an den betrieblichen
Datenschutzbeauftragten oder die betriebliche Datenschutzbeauftragte wenden.

(4) 'Ist ein betrieblicher Datenschutzbeauftragter oder eine betriebliche
Datenschutzbeauftragte benannt worden, so ist die Klindigung seines oder ihres
Arbeitsverhaltnisses unzulassig, es sei denn, dass Tatsachen vorliegen, welche
den Verantwortlichen oder den Auftragsverarbeiter zur Kindigung aus wichtigem
Grund ohne Einhaltung der Kiindigungsfrist berechtigen. 2Nach der Abberufung als
betrieblicher Datenschutzbeauftragter oder als betriebliche
Datenschutzbeauftragte ist die Kindigung innerhalb eines Jahres nach der
Beendigung der Bestellung unzulassig, es sei denn, dass der Verantwortliche oder
der Auftragsverarbeiter zur Kiindigung aus wichtigem Grund ohne Einhaltung einer
Kandigungsfrist berechtigt ist.

(5) Der Verantwortliche und der Auftragsverarbeiter stellen sicher, dass die
Wahrnehmung anderer Aufgaben und Pflichten durch den betrieblichen
Datenschutzbeauftragten oder die betriebliche Datenschutzbeauftragte nicht zu
einem Interessenkonflikt fuhrt.”

35. § 38 wird wie folgt neu gefasst:

»§ 38
Aufgaben betrieblicher Datenschutzbeauftragter

!Betriebliche Datenschutzbeauftragte wirken auf die Einhaltung dieses Gesetzes und
anderer Vorschriften Uber den Datenschutz hin. 2Zu diesem Zweck konnen sie sich in
Zweifelsfallen an die Datenschutzaufsicht gemaR 88§ 42 ff. wenden. 3Sie haben
insbesondere

a) die ordnungsgemalie Anwendung der Datenverarbeitungsprogramme, mit
deren Hilfe personenbezogene Daten verarbeitet werden sollen, zu
uberwachen; zu diesem Zweck sind sie Uber Vorhaben der automatisierten



Verarbeitung personenbezogener Daten rechtzeitig zu unterrichten;

b) den Verantwortlichen oder den Auftragsverarbeiter zu unterrichten und zu
beraten;

c) die bei der Verarbeitung personenbezogener Daten tatigen Personen durch
geeignete MaRnahmen mit den Vorschriften dieses Gesetzes sowie anderer
Vorschriften Uber den Datenschutz und mit den jeweiligen besonderen
Erfordernissen des Datenschutzes vertraut zu machen;

d) aufAnfrage des Verantwortlichen oder des Auftragsverarbeiters diesen bei der
Durchfihrung einer Datenschutz-Folgenabschatzung zu beraten und bei der
Uberprifung, ob  die Verarbeitung gemaB  der Datenschutz-
Folgenabschatzung erfolgt, zu unterstitzen und

e) mit der Datenschutzaufsicht zusammenzuarbeiten.”
36. Kapitel 5 wird wie folgt neu gefasst:

B »Kapitel 5
Ubermittlung personenbezogener Daten an Drittlander, internationale
Organisationen oder nichtstaatliche Volkerrechtssubjekte

§39
Allgemeine Grundsatze

1Jede Ubermittlung personenbezogener Daten, die bereits verarbeitet werden oder nach
ihrer Ubermittlung an ein Drittland, an eine internationale Organisation oder an ein
nichtstaatliches Volkerrechtssubjekt verarbeitet werden sollen, ist nur zulassig, wenn der
Verantwortliche und der Auftragsverarbeiter die in diesem Gesetz niedergelegten
Bedingungen einhalten. 2Dies gilt auch fir die etwaige Weitertibermittlung
personenbezogener Daten aus dem betreffenden Drittland, der betreffenden
internationalen Organisation oder dem betreffenden nichtstaatlichen
Volkerrechtssubjekt.

§40
Datentibermittlung auf der Grundlage eines Angemessenheitsbeschlusses oder bei
geeigneten Garantien

(1) Eine Ubermittlung personenbezogener Daten an ein Drittland oder an eine
internationale Organisation ist zulassig, wenn ein Angemessenheitsbeschluss der
Europaischen Kommission vorliegt.

(2) Liegt ein Angemessenheitsbeschluss nicht vor, darf eine Ubermittlung
personenbezogener Daten an ein Drittland, an eine internationale Organisation
oder an ein nichtstaatliches Volkerrechtssubjekt nur erfolgen, sofern der
Verantwortliche oder der Auftragsverarbeiter geeignete Garantien vorgesehen hat
und sofern den betroffenen Personen durchsetzbare Rechte und wirksame
Rechtsbehelfe zur Verfugung stehen.

§ 41
Ausnahmen fiir bestimmte Fille

(1) Falls weder ein Angemessenheitsbeschluss nach § 40 Absatz 1 noch geeignete
Garantien nach § 40 Absatz 2 bestehen, ist eine Ubermittlung personenbezogener
Daten an ein Drittland oder an eine internationale Organisation oder an ein
nichtstaatliches Volkerrechtssubjekt nur unter einer der folgenden Bedingungen
zulassig:



(2)

a) die betroffene Person hat in die vorgeschlagene Ubermittiung eingewilligt,
nachdem sie uber die fur sie bestehenden mdglichen Risiken derartiger
Datenubermittlungen ohne Vorliegen eines Angemessenheitsbeschlusses und
ohne geeignete Garantien unterrichtet wurde;

b) die Ubermittlung ist fir die Erfilllung eines Vertrages zwischen der betroffenen
Person und dem Verantwortlichen oder zur Durchfihrung von vorvertraglichen
Malnahmen auf Antrag der betroffenen Person erforderlich;

c) die Ubermittlung ist zum Abschluss oder zur Erflllung eines im Interesse der
betroffenen Person von dem Verantwortlichen mit einer anderen natirlichen
oder juristischen Person geschlossenen Vertrages erforderlich;

d) die Ubermittlung erfolgt aufgrund kirchenrechtlicher Vorschriften oder in
Wahrnehmung kirchlicher Aufgaben an den Heiligen Stuhl oder an den Staat
der Vatikanstadt oder ist aus anderen wichtigen Grinden des kirchlichen oder
offentlichen Interesses notwendig;

e) die Ubermittlung ist zur Geltendmachung, Ausiibung oder Verteidigung von
Rechtsansprichen erforderlich;

f) die Ubermittlung ist zum Schutz lebenswichtiger Interessen der betroffenen
Person oder anderer Personen erforderlich, sofern die betroffene Person aus
physischen oder rechtlichen Grinden aulerstande ist, ihre Einwilligung zu
geben.

Der Verantwortliche oder der Auftragsverarbeiter erfasst die von ihm
vorgenommene Beurteilung in der Dokumentation geman § 31.°

37. Kapitel 6 wird wie folgt neu gefasst:

,Kapitel 6
Unabhangige Datenschutzaufsicht

§ 42
Datenschutzaufsicht

Der Dibdzesanbischof richtet flir den Bereich seiner Didzese eine
Datenschutzaufsicht als unabhangige kirchliche Behdrde ein.

'Der Ditzesanbischof bestellt fiir den Bereich seiner Dibzese einen
Di6zesandatenschutzbeauftragten als Leiter oder eine
Diozesandatenschutzbeauftragte als Leiterin der Datenschutzaufsicht. 2Zum oder
zur Di6zesandatenschutzbeauftragten kann nur eine natlrliche Person bestellt
werden.

'Der oder die Dibzesandatenschutzbeauftragte handelt bei der Erflllung seiner
oder ihrer Aufgaben und bei der Auslbung seiner oder ihrer Befugnisse geman
diesem Gesetz vollig unabhangig und ist nur dem kirchlichen Recht und dem flr
die Kirchen verbindlichen staatlichen oder europaischen Recht unterworfen. 2Die
Ausubung seiner oder ihrer Tatigkeit geschieht in organisatorischer und sachlicher
Unabhangigkeit. 3Die Dienstaufsicht ist so zu regeln, dass dadurch die
Unabhangigkeit nicht beeintrachtigt wird.

'Der oder die Ditzesandatenschutzbeauftragte sieht von allen mit den Aufgaben
seines oder ihres Amtes nicht zu vereinbarenden Handlungen ab und ubt wahrend
seiner oder ihrer Amtszeit keine andere mit seinem oder ihrem Amt nicht zu
vereinbarende entgeltliche oder unentgeltliche Tatigkeit aus. 2Dem steht eine
Bestellung als Dibzesandatenschutzbeauftragter oder
Di6ézesandatenschutzbeauftragte far mehrere Di6zesen und/oder
Ordensgemeinschaften nicht entgegen.



'Dem oder der Dibzesandatenschutzbeauftragten wird die Personal- und
Sachausstattung zur Verfugung gestellt, die er oder sie bendtigt, um seine oder ihre
Aufgaben und Befugnisse wahrnehmen zu kénnen. 2Dies gilt auch fir seine oder
ihre Aufgaben im Bereich der Amtshilfe und der Zusammenarbeit mit anderen
Datenschutzaufsichten im Sinne des § 44 Absatz 2 lit. f). 3Er oder sie verfigt
Uber einen eigenen jahrlichen Haushalt, der gesondert auszuweisen ist und
veroffentlicht wird, und unterliegt der Rechnungsprifung durch die daflr von der
Diozese bestimmte Stelle, soweit hierdurch seine oder ihre Unabhangigkeit nicht
beeintrachtigt wird.

'Der oder die Di6zesandatenschutzbeauftragte wahlt das notwendige Personal
aus, das von der Datenschutzaufsicht selbst, ggf. einer anderen kirchlichen Stelle
angestellt wird. ?Die angestellten Mitarbeitenden unterstehen der Dienst- und
Fachaufsicht des oder der Di6zesandatenschutzbeauftragten und kdnnen, soweit
sie bei einer anderen kirchlichen Stelle angestellt sind, nur mit seinem oder ihrem
Einverstandnis von der kirchlichen Stelle gekundigt, versetzt oder abgeordnet
werden. 3Die Mitarbeitenden sehen von allen mit den Aufgaben ihres Amtes nicht
zu vereinbarenden Handlungen ab und uben wahrend ihrer Amtszeit keine anderen
mit ihrem Amt nicht zu vereinbarenden entgeltlichen oder unentgeltlichen
Tatigkeiten aus.

'Der oder die Didzesandatenschutzbeauftragte kann Aufgaben der
Personalverwaltung und Personalwirtschaft auf andere kirchliche Stellen
Ubertragen oder sich deren Hilfe bedienen. ?Diesen dirfen personenbezogene
Daten der Mitarbeitenden Ubermittelt werden, soweit deren Kenntnis zur Erflllung
der Ubertragenen Aufgaben erforderlich ist.

'Die Datenschutzaufsicht ist oberste Dienstbehérde im Sinne des § 96
Strafprozessordnung. 2Der oder die Didzesandatenschutzbeauftragte trifft die
Entscheidung Uber Aussagegenehmigungen flir sich und seinen oder ihren Bereich
in eigener Verantwortung. 3Die Datenschutzaufsicht ist oberste Aufsichtsbehorde
im Sinne des § 99 Verwaltungsgerichtsordnung.

'Der oder die Dibzesandatenschutzbeauftragte ist berechtigt, Uber Personen, die
ihm oder ihr in seiner oder ihrer Eigenschaft als Di6zesandatenschutzbeauftragter
oder Dib6zesandatenschutzbeauftragte Tatsachen anvertraut haben, sowie Uber
diese Tatsachen selbst keine Auskunft zu geben. 2Dies gilt auch flr die
Mitarbeitenden des oder der Didzesandatenschutzbeauftragten mit der MalRgabe,
dass Uber die Ausubung dieses Rechts der oder die
Didzesandatenschutzbeauftragte entscheidet. 3Soweit diese Verschwiegenheit
reicht, darf die Vorlegung oder Auslieferung von Akten oder anderen Dokumenten
von ihm oder ihr nicht gefordert werden. 4Im Verfahren vor den kirchlichen
Datenschutzgerichten darf er oder sie entsprechende Angaben unkenntlich
machen. °§ 17 bleibt unberhrt.

§43
Der oder die Diozesandatenschutzbeauftragte und
seine oder ihre Vertretung

'Die Bestellung des oder der Ditzesandatenschutzbeauftragten durch den
Di6zesanbischof erfolgt fur die Dauer von mindestens vier, hdchstens sechs Jahren
und gilt bis zur Aufnahme der Amtsgeschafte durch den Nachfolger oder die
Nachfolgerin. 2Die mehrmalige erneute Bestellung ist zulédssig. *Die Bestellung fiir
mehrere Didzesen und/oder Ordensgemeinschaften ist zulassig. “Der oder die
Di6zesandatenschutzbeauftragte bt sein oder ihr Amt hauptamtlich aus.



(4)

(6)

1Zum oder zur Dibzesandatenschutzbeauftragten darf nur bestellt werden, wer die
zur Erfullung seiner Aufgaben erforderliche Fachkunde und Zuverlassigkeit besitzt.
2Er oder sie soll die Befahigung zum Richteramt gemaR dem Deutschen
Richtergesetz haben. 3Als Person, die das katholische Profil der Einrichtung
inhaltlich pragt, mitverantwortet und nach aulen reprasentiert, muss er oder sie der
katholischen Kirche angehoren. 4Der oder die Di6zesandatenschutzbeauftragte ist
auf die gewissenhafte Erflllung seiner oder ihrer Pflichten und die Einhaltung des
kirchlichen und des fur die Kirchen verbindlichen staatlichen Rechts zu verpflichten.

'Die Bestellung kann vor Ablauf der Amtszeit widerrufen werden, wenn Griinde
nach § 24 Deutsches Richtergesetz vorliegen, die bei einem Richter oder einer
Richterin auf Lebenszeit dessen oder deren Entlassung aus dem Dienst
rechtfertigen, oder Grinde vorliegen, die nach der Grundordnung des kirchlichen
Dienstes in der jeweils geltenden Fassung eine Kiindigung rechtfertigen. 2Auf
Antrag des oder der Di6zesandatenschutzbeauftragten nimmt der Di6zesanbischof
die Bestellung zuruck.

'Das der Bestellung zum oder zur Dibzesandatenschutz-beauftragten zugrunde
liegende Dienstverhaltnis kann wahrend der Amtszeit nur unter den
Voraussetzungen des Absatzes 3 beendet werden. 2Dieser Kindigungsschutz
wirkt fir den Zeitraum von einem Jahr nach der Beendigung der Amtszeit
entsprechend fort, soweit ein kirchliches Beschaftigungsverhaltnis fortgeflhrt wird
oder sich anschlief3t.

Der oder die Didzesandatenschutzbeauftragte benennt aus dem Kreis seiner oder
ihrer Mitarbeitenden einen Ver-treter oder eine Vertreterin, der oder die im Fall
seiner oder ihrer Verhinderung die unaufschiebbaren Entscheidungen trifft.

'Ist der oder die Didzesandatenschutzbeauftragte an der Auslibung seines oder
ihres Amtes dauerhaft verhindert oder endet sein oder ihr Amtsverhaltnis vorzeitig
und ist er oder sie nicht zur Weiterfuhrung der Geschafte verpflichtet, bestellt der
Diézesanbischof bis zur Wiederaufnahme des Amtes durch den
Di6zesandatenschutzbeauftragten oder die Didzesandatenschutzbeauftragte oder
die Bestellung eines oder einer neuen Didzesandatenschutzbeauftragten
Ubergangsweise eine Leitung. 2§ 43 Absatz 2 gilt entsprechend. 3Die
Ubergangsweise Leitung hat samtliche Rechte und Pflichten, die nach diesem
Gesetz dem oder der Diézesandatenschutzbeauftragten zukommen. 4Sie tritt nicht
in die laufende Amtszeit des oder der bisherigen Di6zesandatenschutzbeauftragten
ein. Mit der Bestellung der Gbergangsweisen Leitung durch den Diézesanbischof
endet die Vertretung nach Absatz 5.

'Der oder die Dibzesandatenschutzbeauftragte und seine oder ihre Mitarbeitenden
sind auch nach Beendigung ihrer Auftrage verpflichtet, Uber die ihnen in dieser
Eigenschaft bekannt gewordenen Angelegenheiten Verschwiegenheit zu
bewahren. 2Dies gilt nicht fir Mitteilungen im dienstlichen Verkehr oder Uber
Tatsachen, die offenkundig sind oder ihrer Bedeutung nach keiner Geheimhaltung
bedurfen.

'Der oder die Didzesandatenschutzbeauftragte und seine oder inre Mitarbeitenden
dirfen, wenn ihr Auftrag beendet ist, Uber solche Angelegenheiten ohne
Genehmigung des oder der amtierenden Didzesandatenschutzbeauftragten weder
vor Gericht noch auRergerichtlich Aussagen oder Erklarungen abgeben. 2Die
Genehmigung, als Zeuge oder Zeugin auszusagen, wird in der Regel erteilt.
3Unberlhrt bleibt die gesetzlich begriindete Pflicht, Straftaten anzuzeigen.

Die Absatze 7 und 8 gelten flr die Vertretung oder eine Ubergangsweise Leitung
entsprechend.



(1)

§44
Aufgaben der Datenschutzaufsicht

Die Datenschutzaufsicht wacht Uber die Einhaltung der Vorschriften dieses
Gesetzes sowie anderer Vorschriften Uber den Datenschutz und setzt diese durch.

Daruber hinaus hat die Datenschutzaufsicht insbesondere folgende Aufgaben:

a) Die Offentlichkeit fiir die Risiken, Vorschriften, Garantien und Rechte im
Zusammenhang mit der Verarbeitung sensibilisieren und sie dartber aufklaren.
Besondere Beachtung finden dabei spezifische MalRnahmen fur Minderjahrige;

b) kirchliche Einrichtungen und Gremien Uber legislative und administrative
Malnahmen zum Schutz der Rechte und Freiheiten naturlicher Personen in
Bezug auf die Verarbeitung beraten;

c) die Verantwortlichen und die Auftragsverarbeiter flr die ihnen aus diesem
Gesetz entstehenden Pflichten sensibilisieren;

d) auf Anfrage jeder betroffenen Person Informationen Uber die Auslbung ihrer
Rechte aufgrund dieses Gesetzes zur Verfugung stellen und gegebenenfalls zu
diesem Zweck mit den anderen Datenschutzaufsichten sowie staatlichen und
sonstigen kirchlichen Aufsichtsbehdrden zusammenarbeiten;

e) sich mit Beschwerden einer betroffenen Person befassen, den Gegenstand der
Beschwerde in angemessenem Umfang untersuchen und den
Beschwerdefuhrer innerhalb einer angemessenen Frist iber den Fortgang und
das Ergebnis der Untersuchung unterrichten; zur Erleichterung der Einlegung
von Beschwerden halt die Datenschutzaufsicht Musterformulare in digitaler und
Papierform bereit;

f) mit anderen Datenschutzaufsichten zusammenarbeiten, auch durch
Informationsaustausch, und ihnen Amtshilfe leisten, um die einheitliche
Anwendung und Durchsetzung dieses Gesetzes zu gewahrleisten;

g) Untersuchungen tber die Anwendung dieses Gesetzes durchfihren, auch auf
der Grundlage von Informationen einer anderen Datenschutzaufsicht oder
einer anderen Behdrde;

h) malgebliche Entwicklungen verfolgen, soweit sie sich auf den Schutz
personenbezogener Daten auswirken, insbesondere die Entwicklung der
Informations- und Kommunikationstechnologie und der Geschéaftspraktiken;

i) gegebenenfalls eine Liste der Verarbeitungsarten erstellen und flhren, fur die
gemal} § 35 entweder keine oder fur die eine Datenschutz-Folgenabschatzung
durchzufuhren ist;

j) Beratung in Bezug auf die in § 35 genannten Verarbeitungsvorgange leisten;

K) interne Verzeichnisse Uber Verstolle gegen dieses Gesetz und die im
Zusammenhang mit diesen VerstdRen ergriffenen Mallnahmen fuhren und

l) jede sonstige Aufgabe im Zusammenhang mit dem Schutz personenbezogener
Daten erfullen.

Die Datenschutzaufsicht kann im Rahmen ihrer Zustandigkeit Muster zur Verfligung
stellen.

'Die Tatigkeit der Datenschutzaufsicht ist fir die betroffene Person unentgeltlich.
2Bei offensichtlich unbegriindeten oder — insbesondere im Fall von haufiger
Wiederholung — exzessiven Anfragen kann jedoch die Datenschutzaufsicht ihre
weitere Tatigkeit auf eine neuerliche Anfrage der betroffenen Person hin davon
abhangig machen, dass eine angemessene Gebuhr fur den Verwaltungsaufwand
entrichtet wird, oder sich weigern, aufgrund der Anfrage tatig zu werden. 3In diesem
Fall tragt die Datenschutzaufsicht die Beweislast fur den offenkundig



unbegrindeten oder exzessiven Charakter der Anfrage.

(5) 'Die Datenschutzaufsicht erstellt jahrlich einen Tatigkeitsbericht, der dem
Diézesanbischof vorgelegt und der Offentlichkeit zugéanglich gemacht wird. 2Der
Tatigkeitsbericht soll auch eine Darstellung der wesentlichen Entwicklungen des
Datenschutzes im nicht kirchlichen Bereich enthalten.

§45
Zustandigkeit der Datenschutzaufsicht bei liber- oder mehr-di6zesanen
Rechtstragern sowie bei gemeinsamer Verantwortlichkeit

(1) 'Handelt es sich bei dem Rechtstrager einer kirchlichen Stelle im Sinne des § 3
Absatz 1 um einen Uber- oder mehrdi6zesanen kirchlichen Rechtstrager, so gilt das
Gesetz Uber den kirchlichen Datenschutz der Didézese und ist die
Datenschutzaufsicht der Didzese zustandig, in der der Rechtstrager der kirchlichen
Stelle seinen Sitz hat. ?Bei Abgrenzungsfragen gegeniiber dem Bereich der
Ordensgemeinschaften erfolgt eine Abstimmung zwischen dem oder der
Di6zesandatenschutzbeauftragten und dem oder der
Ordensdatenschutzbeauftragten.

(2) Verfugt der Uber- oder mehrdi6zesane kirchliche Rechtstrager im Sinne des § 3
Absatz 1 Uber eine oder mehrere rechtlich unselbstandige Einrichtungen, die in
einer anderen Didzese als der Didzese ihren Sitz haben, in der der Rechtstrager
seinen Sitz hat, so gilt das Gesetz Uber den kirchlichen Datenschutz der Diozese
und ist die Datenschutzaufsicht der Di6zese zustandig, in der der Rechtstrager
seinen Sitz hat.

(3) In Fallen einer gemeinsamen Verantwortlichkeit im Sinne des § 28 verstandigen
sich die betroffenen Datenschutzaufsichten.

§ 46
Zusammenarbeit kirchlicher Stellen mit den Datenschutzaufsichten

Die in 8 3 Absatz 1 genannten kirchlichen Stellen sind verpflichtet, im Rahmen ihrer
Zustandigkeit

a) den Anweisungen der Datenschutzaufsicht Folge zu leisten,

b) die Datenschutzaufsicht bei der Erfullung ihrer Aufgaben zu unterstitzen; ihr ist
dabei insbesondere Auskunft zu ihren Fragen sowie Einsicht in alle Unterlagen
und Akten zu gewahren, die im Zusammenhang mit der Verarbeitung
personenbezogener Daten stehen, namentlich in die gespeicherten Daten und
in die Datenverarbeitungsprogramme, und wahrend der Dienstzeit zum Zwecke
von Prifungen Zutritt zu allen Dienstraumen, die der Verarbeitung und
Aufbewahrung automatisierter Dateien dienen, zu gewahren,

c) Untersuchungen in Form von Datenschutziberprifungen durch die
Datenschutzaufsicht zuzulassen.

§ 47
Befugnisse der Datenschutzaufsicht

(1) Die Datenschutzaufsicht verfugt uber samtliche folgenden
Untersuchungsbefugnisse, die es ihr gestatten,

a) den Verantwortlichen oder den Auftragsverarbeiter anzuweisen, alle
Informationen bereitzustellen, die fur die Erflillung der Aufgaben der
Datenschutzaufsicht erforderlich sind;

b) Untersuchungen in Form von Datenschutziberprifungen durchzufihren;
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c) den Verantwortlichen oder den Auftragsverarbeiter auf einen vermeintlichen
Verstol gegen dieses Gesetz hinzuweisen,;

d) von dem Verantwortlichen und dem Auftragsverarbeiter Zugang zu allen
personenbezogenen Daten und Informationen, die zur Erfallung der Aufgaben
der Datenschutzaufsicht notwendig sind, zu erhalten;

e) gemall dem geltenden Verfahrensrecht Zugang zu den Raumlichkeiten,
einschlieBlich  aller Datenverarbeitungsanlagen und -gerate, des
Verantwortlichen und des Auftragsverarbeiters zu erhalten.

Die Datenschutzaufsicht verfligt Uber samtliche folgenden Abhilfebefugnisse, die
es ihr gestatten,

a) einen Verantwortlichen oder einen Auftragsverarbeiter zu warnen, dass
beabsichtigte Verarbeitungsvorgange voraussichtlich gegen dieses Gesetz
oder andere datenschutzrechtliche Bestimmungen verstol3en;

b) einen Verantwortlichen oder einen Auftragsverarbeiter zu verwarnen, wenn er
mit  Verarbeitungsvorgangen gegen dieses Gesetz oder andere
datenschutzrechtliche Bestimmungen verstolen hat;

c) den Verantwortlichen oder den Auftragsverarbeiter anzuweisen, den Antragen
der betroffenen Person auf Ausubung der ihr nach diesem Gesetz zustehenden
Rechte zu entsprechen,;

d) den Verantwortlichen oder den Auftragsverarbeiter anzuweisen,
Verarbeitungsvorgange gegebenenfalls auf bestimmte Weise und innerhalb
eines bestimmten Zeitraums in Einklang mit diesem Gesetz zu bringen;

e) den Verantwortlichen anzuweisen, die von einer Verletzung des Schutzes
personenbezogener Daten  betroffene  Person  entsprechend zu
benachrichtigen;

f) eine vorubergehende oder endgultige Beschrankung der Verarbeitung,
einschlieBlich eines Verbots, zu verhangen;

g) die Berichtigung oder Léschung von personenbezogenen Daten oder die
Einschrankung der Verarbeitung gemal® den §§ 18, 19 und 20 und die
Unterrichtung der Empfanger, an die diese personenbezogenen Daten gemal}
§§ 19 Absatz 2 und 21 offengelegt wurden, uber solche Malinahmen
anzuordnen;

h) eine Geldbulle gemal § 51 zu verhangen, zusatzlich zu oder anstelle von in
diesem Absatz genannten Malnahmen, je nach den Umstanden des
Einzelfalls;

i) die Aussetzung der Ubermittlung von Daten an einen Empféanger in einem
Drittland oder an eine internationale Organisation oder an ein nichtstaatliches
Volkerrechtssubjekt anzuordnen.

Hat die Datenschutzaufsicht die Feststellung getroffen, dass eine
Datenschutzverletzung objektiv vorliegt, kann der betroffenen Person im Verfahren
vor den staatlichen Zivilgerichten Uber den Schadensersatz das Fehlen einer
solchen nicht entgegengehalten werden.

'"Werden MaRnahmen nach Absatz 2 nicht in der von der Datenschutzaufsicht
bestimmten Frist befolgt, so verstandigt die Datenschutzaufsicht die fur die
kirchliche Stelle zustandige Aufsicht und fordert sie zu einer Stellungnahme
gegenliber der Datenschutzaufsicht auf. 2Diese Stellungnahme soll auch eine
Darstellung der Mal3inahmen enthalten, die getroffen worden sind.

"Wor AbhilfemaRnahmen nach Absatz 2 ist dem Verantwortlichen oder dem
Auftragsverarbeiter innerhalb einer angemessenen Frist Gelegenheit zu geben,
sich zu den fir die Entscheidung erheblichen Tatsachen zu &ufern. ?Von der



38.

39.

40.

41.

42,

Anhérung kann abgesehen werden, wenn sie nach den Umstanden des
Einzelfalls nicht geboten, insbesondere wenn eine sofortige Entscheidung wegen
Gefahr im Verzug oder im kirchlichen Interesse notwendig erscheint.”

§ 48 wird wie folgt geandert:

a) In der Uberschrift wird das Wort ,der* ersetzt durch das Wort ,einer*.

b) In Absatz 1 Satz 1 werden die Woérter ,Beschwerde bei der Datenschutzaufsicht”
ersetzt durch die Worter ,Beschwerde bei einer Datenschutzaufsicht®. Die Worter
,wenn sie“ werden ersetzt durch die Worter ,wenn die betroffene Person®.

c) InAbsatz 2 werden nach dem Wort ,Empfanger” die Worter ,oder die Empfangerin®
und nach dem Wort ,Dritten® die Worter ,,oder die Dritte” angeftigt.

d) In Absatz 4 werden nach dem Wort ,Beschwerdeflihrer® die Worter ,oder die
Beschwerdefuhrerin® angeflugt.

§ 49 wird wie folgt neu gefasst:

»S 49
Recht auf gerichtlichen Rechtsbehelf gegen einen
Bescheid der Datenschutzaufsicht

1Jede natirliche oder juristische Person hat unbeschadet des Rechts auf Beschwerde
bei einer Datenschutzaufsicht (8 48) das Recht auf einen gerichtlichen Rechtsbehelf
gegen einen sie betreffenden Bescheid der Datenschutzaufsicht. 2Dies gilt auch dann,
wenn sich die Datenschutzaufsicht nicht mit einer Beschwerde nach § 48 befasst oder
die betroffene Person nicht innerhalb von drei Monaten Uber den Stand oder das
Ergebnis der nach § 48 erhobenen Beschwerde in Kenntnis gesetzt hat.”

Nach § 49 wird folgender § 49a eingefiigt:

»§ 49a
Recht auf gerichtlichen Rechtsbehelf gegen
Verantwortliche oder kirchliche Auftragsverarbeiter

Jede betroffene Person hat unbeschadet eines Rechts auf Beschwerde bei einer
Datenschutzaufsicht (8 48) das Recht auf einen gerichtlichen Rechtsbehelf gegen
einen Verantwortlichen oder einen kirchlichen Auftragsverarbeiter, wenn sie der Ansicht
ist, dass die ihr aufgrund dieses Gesetzes zustehenden Rechte infolge einer nicht im
Einklang mit diesem Gesetz stehenden Verarbeitung ihrer personenbezogenen Daten
verletzt wurden.”

Nach § 49a wird folgender § 49b eingefiigt:

»§49b
Zustandigkeit der Datenschutzgerichte

(1) Fur gerichtliche Rechtsbehelfe nach den §§ 49 und 49 a ist das Interdiézesane
Datenschutzgericht zustandig.

(2) Fur Rechtsmittel gegen eine Entscheidung des Interdibzesanen
Datenschutzgerichts ist das Datenschutzgericht der Deutschen Bischofskonferenz
zustandig.”

§ 51 wird wie folgt geandert:
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a)

b)

d)

In Absatz 3 werden nach dem Wort ,Einzelfalls* die Worter

,Zusatzlich zu oder anstelle von Mal3nahmen nach § 47 Absatz 2 lit. a) bis g) und
i)“ angefugt.

In Absatz 3 Buchstabe i) werden die Worter ,,§ 47 Absatz 5° ersetzt durch die Worter
.3 47 Absatz 2“.

Absatz 5 wird wie folgt neu gefasst:

,1Bei VerstéBen werden im Einklang mit Absatz 3 GeldbuRRen innerhalb eines
Rahmens von bis zu 1.000.000 € verhangt. ?Fur den Bereich kirchlicher
Unternehmen im Sinne des § 4 Ziffer 19., die am Wettbewerb teilnehmen, kénnen
im Einklang mit Absatz 2 Geldbuf3en von bis zu 4 Prozent des Jahresumsatzes,
maximal in Héhe von 3.000.000 €, verhangt werden.*

Nach Absatz 7 wird folgender Absatz 8 angefugt:

,Eine Meldung nach § 33 oder eine Benachrichtigung nach § 34 Absatz 1 darf in
einem Verfahren zur Verhangung eines Bul3geldes nach dieser Vorschrift gegen den
Meldepflichtigen oder die Meldepflichtige oder den Benachrichtigenden oder die
Benachrichtigende oder seine oder ihre in § 52 Absatz 1 der Strafprozessordnung
bezeichneten Angehdrigen nur mit Zustimmung des oder der Meldepflichtigen oder
des oder der Benachrichtigenden verwendet werden.”

§ 52 wird wie folgt geandert:

a)

b)

In Absatz 3 werden die Worter ,Speicherung oder Verwendung® ersetzt durch das
Wort ,Verarbeitung®.

In Absatz 5 wird das Wort ,Speicherung” ersetzt durch das Wort ,Verarbeitung®.

Nach § 52 wird folgender § 52a eingefiigt:

»§ 52a
Gottesdienste und kirchliche Veranstaltungen

Die Aufzeichnung, Ubertragung oder Veréffentlichung von Gottesdiensten oder
Veranstaltungen gottesdienstahnlicher Art sind datenschutzrechtlich zulassig,
wenn die betroffenen Personen vor der Teilnahme durch geeignete MalRnhahmen
Uber Art und Umfang der Aufzeichnung, Ubertragung oder Veroffentlichung
informiert werden.

Besonderen schutzwurdigen Interessen — insbesondere von Minderjahrigen —ist in
angemessenem Umfang Rechnung zu tragen.

Unbeschadet des Absatzes 2 sind von der Aufzeichnung, Ubertragung oder
Veroffentlichung nicht erfasste Platze far Gottesdienstbesucher
und -besucherinnen in angemessener Zahl vorzuhalten.®

§ 53 wird wie folgt geandert:

a)
b)

c)

In der Uberschrift wird das Wort ,Datenverarbeitung” ersetzt durch die Wérter
,verarbeitung personenbezogener Daten”.

In Absatz 1 werden die Worter ,eines Beschaftigten® ersetzt durch die Woérter ,eines
oder einer Beschaftigten®.

In Absatz 2 werden die Worter ,eines Beschaftigten® ersetzt durch die Worter ,eines
oder einer Beschaftigten“ und die Worter ,des Beschaftigten® werden ersetzt durch
die Worter ,des oder der Beschaftigten®.



46. § 54 wird wie folgt neu gefasst:

»S 54
Verarbeitung personenbezogener Daten zu wissenschaftlichen
oder historischen Forschungszwecken, zu Archivzwecken
oder zu statistischen Zwecken

(1) 'Personenbezogene Daten dirfen zu im kirchlichen oder offentlichen Interesse
liegenden  Archivzwecken, zu  wissenschaftlichen oder historischen
Forschungszwecken oder zu statistischen Zwecken verarbeitet werden, soweit
geeignete Garantien fur die Rechte und Freiheiten der betroffenen Personen
vorgesehen werden. ?Mit diesen Garantien wird sichergestellt, dass technische
und organisatorische Mallnahmen bestehen, mit denen insbesondere die Achtung
des Grundsatzes der Datenminimierung gewabhrleistet wird. 3§ 11 Absatz 2 lit. h)
bis j) bleiben unberahrt.

(2) 'Die Offenlegung personenbezogener Daten an andere als kirchliche Stellen fiir
Zwecke der wissenschaftlichen oder historischen Forschung oder der Statistik ist
nur zulassig, wenn diese sich verpflichten, die Gbermittelten Daten nicht flir andere
Zwecke zu verarbeiten und die Vorschriften der Abséatze 3 und 4 einzuhalten. ?Der
kirchliche Auftrag darf durch die Offenlegung nicht gefahrdet werden.

(3) 2Personenbezogene Daten, die fiir Zwecke der Forschung oder Statistik verarbeitet
werden, sind zu anonymisieren, sobald dies nach dem Forschungs- oder
Statistikzweck moglich ist. Bis dahin sind die Merkmale gesondert zu verarbeiten,
mit denen Einzelangaben Uber personliche oder sachliche Verhaltnisse einer
identifizierten oder identifizierbaren Person zugeordnet werden koénnen. 3Sie
durfen mit den Einzelangaben nur zusammengefuhrt werden, soweit der
Forschungs- oder Statistikzweck dies erfordert.

(4) 'Die Veroffentlichung personenbezogener Daten, die zum Zwecke
wissenschaftlicher oder historischer Forschung oder der Statistik Ubermittelt
wurden, ist nur mit Zustimmung der Gbermitteinden kirchlichen Stelle zuléssig. ?Die
Zustimmung kann erteilt werden, wenn

a) die betroffene Person eingewilligt hat oder
b) dies fur die Darstellung von Forschungsergebnissen Uber Ereignisse der
Zeitgeschichte unerlasslich ist, es sei denn, dass Grund zu der Annahme

besteht, dass durch die Veroffentlichung der Auftrag der Kirche gefahrdet
wurde oder schutzwiirdige Interessen der betroffenen Person Uberwiegen.

(5) Fur die Archivierung von Unterlagen kirchlicher Stellen im Sinne des § 3 gilt die
Anordnung uber die kirchlichen Archive (KAO) in der jeweils geltenden Fassung.®

47. Nach § 54 wird folgender § 54a eingefiigt:

»$ 5d4a
Verarbeitung personenbezogener Daten zur
institutionellen Aufarbeitung sexualisierter Gewalt und anderer
Formen des Missbrauchs

lAn der institutionellen Aufarbeitung sexualisierter Gewalt und anderer Formen des
Missbrauchs besteht ein tUberragendes kirchliches Interesse. 2Personenbezogene Daten
durfen zum Zwecke der institutionellen Aufarbeitung sexualisierter Gewalt nach
Mal3gabe dieses Gesetzes und auf Grundlage spezifischer dibzesaner Bestimmungen
verarbeitet werden, die die Offenlegung von personenbezogenen Daten von sexuellem
Missbrauch betroffener Personen fur Aufarbeitungs- und Forschungszwecke durch



Auskunft oder Einsicht in Unterlagen ausdricklich regeln, darunter auch Regelungen,
die Auskunft oder Einsicht in Unterlagen lediglich im Falle einer Einwilligung betroffener
Personen zulassen.”

48. § 55 wird wie folgt gedndert:

a) In der Uberschrift wird das Wort ,Datenverarbeitung“ ersetzt durch die Wérter
,verarbeitung personenbezogener Daten”.

b) In Absatz 3 Satz 1 werden nach dem Wort ,er* die Worter ,oder sie“ eingefugt.

49. § 57 wird wie folgt neu gefasst:

»S§ 57
Ubergangsbestimmungen

Bisherige Bestellungen der betrieblichen Datenschutzbeauftragten, deren Amtszeiten noch
nicht abgelaufen sind, bleiben unberthrt, soweit hierbei die Regelungen der 88 36 ff.
Beachtung finden.”

50. § 58 wird wie folgt neu gefasst:

»S 58
Inkrafttreten

Dieses Gesetz tritt am 24.05.2018 in Kraft.”

Artikel 2
Inkrafttreten

Dieses Anderungsgesetz tritt am 01.03.2026 in Kraft.

Augsburg, 13. Januar 2026

+ Bertram

Dr. Bertram Meier Dr. Christian Mazenik
Bischof von Augsburg Notar



